OFFICE OF THE SECRETARY OF DEFENSE
WASHINGTON, DC 20301

Administration
& Management Cct ober 12, 1989

ADM NI STRATI VE | NSTRUCTI ON NO. 23

SUBJECT : Personnel Security Program and Civilian Personnel Suitability
| nvestigation Program

References: (a) Admnistrative Instruction No. 23, subject as above,

February 25, 1986 (hereby cancel ed)

(b) DoD 5200.2-R, “Departnent of Defense Personnel Security
Program '™ January 1987; ‘authorized by DoD Directive 5200. 2,
Decenber 20, 1979

(c) DoD Directive 5110.4, “Washington Headquarters Services, ”
Novenber 4, 1988

(d) Federal Personnel Mnual, Chapter 731, “Personnel Suitability”

(e) through (h) , see enclosure 1

A, REISSUANCE AND PURPOSE

This Adm nistrative Instruction:

1. Reissues and updates reference (a)

2.  lmplenents reference (b) .

3. Assigns responsibilities and prescribes procedures for admnistering
t he Personnel Security Program (PSP) and the G vilian Personnel Suitability
Program (CPSP) in the O fice of the Secretary of Defense (0SD) and those
activities serviced by the Director, Washington Headquarters Services (WHS) ,
(DoD Directive 5110.4 (reference (c)).

B. APPLICABILITY

This Instruction applies to the Ofice of the Secretary of Defense (0SD) ,
DoD Field Activities, and other activities serviced by WHS (hereafter referred
to collectively as “Activities Serviced by WHS") .

c. PQLICY

The PSP, as supplenented by this Admnistrative Instruction, applies to
all civilian enployees, mlitary assignees, detailees, consultants, experts,
appoi ntees, and nenbers of conm ssions (hereafter referred to as “individ-
uals”). The PSP shall be admnistered in accordance with DoD 5200. 2-R (refer-
ence (b) ) . The CPSP shall be adm nistered in accordance with the Federal
Personnel Manual, Chapter 731 (reference (d)).



D. . RESPONSIBILITIES

1. The Heads of OSD Conponents (Under Secretaries of Defense (USDs);
Assi stant Secretaries of Defense (ASDs); and Assistants to the Secretary of
Def ense (ATSDs)), or their designees, shall:

a. Determne the position sensitivity for all positions within their
Conponent. I n accordance with subsection E.4., bel ow

b. Ensure that all persomnnel Within their organization are aware of
the provisions of this Instruction.

2.  The Director, Washington Headquarters Services (WHS), i s responsible
for inplenmenting DoD 5200.2-R (reference (b)), and providing personnel security
services to all activities serviced-by WHS.  This includes, for civilian
personnel, issuing security clearances and exercising the authority for their
deni al, suspension, or revelation of security clearances as stated-in DoD
Directive 5110.4 (reference (c)). For mlitary personnel, the Director, WHS,
s authorized to suspend security clearances and to provide security clearance
assurances. The Director, WHS, shall be responsible for inplenmenting Federal
Personnel Manual, Chapter 731 (reference (d)), regarding a civilian enployee’s
suitability for enployment with., or retention in, those activities serviced by
Ws . The Director, WHS, shall be responsible for security clearances of
Congressional staff personnel fur access to classified defense infornmation when
requested by Congressional conmttee chairpersons or individual U S, Senators
and Oenbers of Congress through the Assistant Secretary of Defense (Legislative
Affairs) (ASD(LA)), as stated in DoD Directive 5142.1 (reference (e)). By
[l enorandum the Director, WHS, as authorized by reference (c), has del egated
the foregoing responsibilities to the Director, Directorate for Persomnnel and
Security (P&s), WHS.

3. The Director, Directorate for Personnel and Security (P&S), WHS, as
del egated by the Director, WHS, shall direct the personnel security program
and personnel suitability program through the Chief, Personnel Security Divi-
sion (PSD) and the Chief, Staffing Branch. The Director, P&S, is hereby
del egated the authority to suspend security clearances of mlitary personnel
and to suspend, deny and revoke clearances of civilian personnel.

4. The Chief, Personnel Security Division (PSD), P&S, shall:

a. Initiate investigative inquiries of Federal agencies and/or a
personnel security investigation appropriate to the designated position sen-
sitivity after receiving a Notification of Incom ng Personnel (NIP) fromthe
Staffing Branch, the MIlitary Personnel Division, the Senior Executive Service
and G assification Division, or the Enployee Career Devel opment and Trai ni ng
Di vi si on.

b. Initiate investigations of Congressional staff personnel upon
request of the chairperson of Congressional conmttees and individual senators
and nenbers of Congress through the ASD(LA) and, when appropriate, issue a
security clearance under the criteria in DoD 5200.2-R (reference (b)).

c. Mintain security liaison with Governnent agencies, including
the White House, to obtain investigative information in their custody for
i nvestigative and adjudicative purposes.
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d. Initiate investigations, and perform subsequent adjudication for
collateral security clearances relevant to the nomnation of personnel for
speci al accesses, such as the Single Integrated Qperational Plan-Extrenely
Sensitive Information (SIOP-ESI) and Sensitive Compartmented |nformation (SCI).

e. |Inplement the Periodic Reinvestigation Programas stated in
DoD 5200.2-R (reference (b)).

f. Review, evaluate, and adjudicate background investigations, count-
erintelligence reports, crimnal investigations, security reports, and other
types of investigative information germane to determning an individual’s
eligibility for access to classified information or suitability for appoint-
ment to a sensitive or nonsensitive position. \Wen existing reports are
i nsufficient for adjudicative purposes, supplenental investigations shall
be initiated.

g. Grant appropriate security clearances when the requirenents of
reference (b) are net. When a security clearance or suitability decision is
not within established guidelines for a favorable determnation as stated in
reference (b), a case analysis and recommendation shall be prepared and pro-
vided to appropriate managenent authorities.

h. Conduct requisite briefings and debriefings for individuals requir-
i ng speci al accesses (except SCI).

i, Evaluate the required witten reports submtted by individuals who
have had contacts with nationals of the designated countries listed in enclo-
sure 2, attachment 2, for possible referral to the appropriate investigative
agency.

j. Conduct exit debriefings, including execution of SD Form 416,
“DoD Security Termnation Statement,” and special access debriefing statenents,
for departing OSD personnel.

k. Miintain active and inactive OSD security files. Security files
i nactive for 10 years shall be destroyed.

1. Certify security clearance data enbodied in OSD visit certification
| etters prepared by activities serviced by the wHS for dispatch to industrial
firmse and Federal agencies for classified visits.

m. Release security files, less investigative reports, for review by
accredited investigators of other Federal agencies.

n. Mintain a conputerized database containing basic data on al
active 0SD-granted security clearances, including special accesses (except
SCI) .

E. POSI TION SENSI TI VITY AND SECURI TY CLEARANCES

1. Cvilian Personnel

a. Position Sensitivity. The certifying official stated in item 20 of
the OF 8, “Position Description,” shall exercise great care in designating the




sensitivity of the position. The Ofice of Personnel Managenent, (OPM has
established four levels of position sensitivity. These four levels and the
criteria to be applied in designating the level of sensitivity are:

(1) Nonsensitive (Position Sensitivity Designator is "0")

(a) No access to classified information is required or
aut hori zed, and

(b) None of the criteria listed bel ow applies.

(2) Noncritical-Sensitive (Position Sensitivity Designator is “|”")

(a) Access to SECRET or CONFI DENTI AL i nformation.

(b) Security police/provost nmarshal-type duties involving
the enforcenent of |aw and-security duties involving the protection and safe-
guardi ng of DoD personnel and property.

(c) Category Il ADP positions. See DoD 5200.2-R, appendix K,
for position sensitivity criteria.

(d) Duties involving education and orientation of DoD
personnel.

(e) Duties involving the design, operation, or maintenance
of intrusion detection systens depl oyed to safeguard personnel and property.

(f) Any other position so designated by the individual
aut horized to nmake such designations.

3)Critical -Sensitive (Position Sensitivity Designator is “2")

(a) Access to TOP SECRET i nformation.

(b) Devel opnent or approval of plans, policies, or prograns
that affect the overall operations of the Departnment of Defense or of a DoD
Conponent .

(c) Devel opment or approval of war plans, plans or parti-
culars of future major or special operations of war, or critical and extrenely
i mportant itens of war.

(d) Investigative and certain investigative support duties,
the issuance of personnel security clearances or access authorizations, or the
maki ng of personnel security determnations.

(e) Fiduciary, public contact, or other duties demanding the
hi ghest degree of public trust.
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(f) Duties falling under Special Access Prograns. These are
prograns inposing “need to know or access controls beyond those normally pro-
vided for access to CONFIDENTI AL, SECRET, or TOP SECRET information. Such a
program may include, but not be limted to, special clearances, adjudication,
i nvestigative requirenments, material dissem nation restrictions, or special
|ist of persons determned to have a need-to-know.

(g) Category 1 autonmmated data processing (ADP) positions.
See (DoD 5200-2-R, appendix K, of reference (b)) for position sensitivity
criteria.

(h) Any other position so designated by the individual
aut horized to nake such designations.

(4) Speci al - Sensitive (Position Sensitivity Designator is “3")

(a) Nomirmee requires atcess to Sensitive-Conpartnented
| nfor mati on (SCI).

(b) Nominee requires access to Single Integrated .Operational
Pl an- Extrenmely Sensitive Information (SIOP-ESI).

(c) Nom nee shall occupy a Presidential Support, Category 1,
posi tion.

b. Security Cearance. A security clearance represents a determ -
nation that an individual meets the standards established in DoD 5200-2-R
(reference (b)) for access to classified information. The type of investiga-
tion is dependent upon the designated position sensitivity. Position investi-
gative requirements are as follows:

(1) Nonsensitive Positions (Position Sensitivity Designator “O').
Nom nees for Nonsensitive positions, which require no security clearance, shall
be required to submt the fornms requisite to the initiation of a National
Agency Check Wth Inquiries (NACI) as outlined in subsection E.S9., below. The
NACI, which is conducted by the OPM is the fundanental investigation for
determining an individual’s suitability for Federal civilian enploynent.
Conpl etion of a favorable NACI shall result in the issuance of an Ofice of the
Secretary of Defense Certificate of Cearance, SD Form 176, “CSD Certificate of
Cl earance,” stating NO CLEARANCE REQUI RED. The SD Form 176 shall be distri-
buted and protected as outlined in subsection E. 10, bel ow.

(2)Noncritical -Sensitive Positions (Position Sensitivity

Desi gnator "1"). Nom nees for non-critical sensitive positions nust, as a

m nimum have had a favorable NACI conpleted before appoi ntnent. Nom nees
for these positions who have not had an NACI shall be required to pronptly
submt the fornms required to initiate the NACI to the PSD as stated in sub-
section E.9., below. Favorable adjudication shall result in the issuance of
a Certificate of Clearance at the SECRET or CONFIDENTIAL |level. The Certifi-
cate of Clearance shall be distributed and protected as stated in subsection
E. 10, Dbel ow




_ (3) Clitical-Sensitive Positions (Position Sensitivity Designator
"2"). Nomnees for Critical-Sensitive positions nust receive a favorable
Background I nvestigation (Bl) meeting the scoping requirenents of DoD 5200. 2-R
(reference (b)) before being appointed. Nom nees for these positions who have
not had a BI shall be required to pronptly conplete and submt the forns

required to initiate a Bl to the PSD as outlined in subsection E.9., bel ow.
Upon conpletion of the investigation, the PSD shall render an adjudication of

the Bl. Favorable adjudication shall result in the issuance of a Certificate
of Clearance at the SECRET or TOP SECRET level. The Certificate of C earance
shall be distributed and protected as outlined in subsection E 10, bel ow.

(4) Speci al - Sensitive Positions (Position Sensitivity Designator
“3"). Nom nees for Special-Sensitive positions are required to have a Speci al
Background Investigation (SBI) meeting the scoping requirements of reference
(b). Nom nees for these position who have not had an SBI, or whose SBI is
out of date, shall be required to pronptly conplete and submt the forns
required to initiate an SBF as outlined subsection'E.9. , below, to the PSD
Favorabl e adjudication shall result in the issuing of a Certificate of C earance
at the TOP SECRET level. The Certificate of C earance shall be distributed and
protected as stated in subsection E 10, Dbelow

2. MIlitary Personnel

a. The investigative requirenents for mlitary personnel are contained
i n paragraph 3-401, DoD 5200.2-R (reference (b)). The position sensitivity
designators in paragraph E. 1.a., above, are equally applicable to mlitary
personnel. However, the adjudicative responsibility for determning a mlitary
menber’s eligibility for access to classified information and the issuance of
the Certificate of Clearance rests with the appropriate Mlitary Departnent.
Mlitary clearance notification procedures for activities serviced by WHS are
di scussed in paragraph E.10.b. , bel ow.

b. Mlitary personel, selected for assignnent to activities serviced
by WHS, should have the necessary investigation initiated by the |osing activ-
ity prior to departure. If the mlitary menber arrives w thout the proper |evel
of security clearance, and the losing activity has not requested the investi-
gation, the PSD shall initiate the required investigation. However, the report
of investigation shall be forwarded directly by the Defense Investigative Ser-
vice (DIS) to the appropriate Mlitary Departnment for adjudication and issuance
of the security clearance. Security Managers of activities serviced by WHS are
authorized to directly contact the MIlitary Department’s adjudication authority
to determne the status of the clearance request. In an extreme energency the
PSD, upon written request by a senior official , may nake a one-tine inquiry of
the MIlitary Departnment Adjudication authority to determne the status of the
cl earance acti on.

3. Accounting for Designation of Sensitive Positions

a. To standardize and control the issuance of TOP SECRET cl earances
with the DoD, a specifically designated billet Oust be established and main-
tained for all civilian and mlitary positions requiring access to TOP SECRET
information. Only persons occupying these billets shall be authorized access
to TOP SECRET information, on a need-to-know basis. Admnistrative Oficers
Oust insure that the procedures in paragraph E. 3.b., below, are followed.



at 12, 89-
AL 23

Wthout the position sensitivity designator and position nunber, hereafter
referred to, inclusively, as billet number, the PSD will be unable to process
any requests for the upgrading of security clearances, reassignnent to other
positions, or new hire processing. -

b. Admnistrative Oficers are responsible for incorporating billet
sensitivity determnation statenments for each position in their OSD el enent.
The information and procedures applicable to all positions regardl ess of
whet her designated as civilian or mlitary are:

(1) Cuvilian Personnel. The position nunber and the position
sensitivity for each authorized_position in activities serviced by WHS are
listed in the Master Organization Listing, fornmerly known as the “207 Report,”
under the colum headings “PCSITION NO AND “PCS SEN,” respectively. Sub-
paragraphs E.l.a. (1) through E.l.a. (4) above, establish the criteria to be
applied by the certifying official initem20 of the OF 8 in reaching a
position sensitivity determnation. “ °

(a) If the requirement is for access to TOP SECRET i nf orma-
tion then the position sensitivity designator becones (2) (Critical-Sensitive)
and (a), (access to TOP SECRET information). Accordingly, item24 of the OF 8
shall contain the following entry: “This position is designated Critical-
Sensitive as stated in subparagraph E.1.a. (3)(a) of Administrative Instruction
No. 23.”

(b) If the requirenent is for access to Sensitive Compart-
mented Information then the basis for the position sensitivity designator
becomes (3) (Special-Sensitive) and (a) (access to Sensitive Conpartnented
Information). Accordingly, item24 of the OF 8 shall contain the follow ng
entry: “This position is designated Special-Sensitive as stated in subpara-
graph E.l.a.(4)(a) of Adm nistrative Instruction No. 23.”

(2) Mlitary Personel. The official signing block 19 of SD Form
37, “06D request for Nom nation and Position Description of Mlitary Personnel”
shal |l ensure that Dblock 18 includes the position nunber. This nunber, if
unknown, is contained in the “Mlitary Staffing Plan,” available in the MIi-
tary Personnel Division, P&S. Additionally, using the position sensitivity
designator in paragraph E.l.a., above, the sanme official shall ensure THAT A
STATEMENT G VING THE BASIS FOR THE PCSI TION SENSI TIVITY DETERM NATION IS
| NCLUDED IN BLOCK 18 IN THE MANNER DESCRI BED | N SUBPARAGRAPHS E.b.(1) and
E.b.(2), ABOVE. If block 11 indicates a requirenent for SCI access, then the
position sensitivity designator in block 18 is “3.”

4. Exceptions to Investigative Requirenment for Appointment - Guvilian
Personnel. In an energency, sensitive positions Oay be occupied by individuals
not initially meeting the mninuminvestigative requirements for entry on duty,
when concurred with by the Director, WHS.

a. Special-Sensitive and Critical-Sensitive Positions. \Wen a USD,
an ASD, and ATSD or equivalent, finds that a delay in an appointnent woul d be
harnful to the national security, that official may submt-an original signed
request to the Director, WHS, requesting that a nom nee be appointed to a




Special -Sensitive or Critical-Sensitive position notwthstanding .the l[ack of
a completed favorable Bl or SBI. In such instances, the applicant nay be
consi dered for appointnment after conpletion of favorable adjudication of the
Nat i onal Agency Check (NAC) portion of the initiated BI/SBI.

b. Noncritical-Sensitive Positions. Wien a USD, an ASD, and ATSD or
equi valent finds that a delay in an appointment woul d be harmful to national
security, that official may submt an original signed request to the Director,
W-IS, requesting that a nom nee be appointed to a Noncritical-Sensitive position
notw thstanding the lack of a conpleted favorable NACI. [In such instances,
the applicant nmay be considered for appointment upon initiation of the NACI.

c. Approval/Di sapproval. Wth the approval of the Director, WHS
when the Chief, PSD, finds that appointnents requested under the above cited
exceptions are acceptable, the PSD shall forward a witten notice to the
staffing office that submtted the NIP. \Wen the Chief, PSD, finds that the
request for appointment is~to be considered only after conpletion of the
requi red investigation, no witten release shall be issued, and the nom nee
shall not be appointed or permtted to enter on duty until the investigation
has been conpleted and adjudicated favorably.

5. Changes in Position Sensitivity. Wen the head, or designee, or an
activity serviced by WHS determ nes that an individual’'s job requirenents have
evol ved such that the position sensitivity requires an upgrading or downgrad-
ing, the Certifying Oficial initem20 of the OF 8 shall submt a new OF 8
showi ng the new position sensitivity levels. Item24 shall be conpleted in
accordance with subparagraph E.3.b. (1), above. An information copy of the OF
8 shall be furnished to the Chief, PSD, by the Admnistrative Oficer of the
requesting activity, with an information copy to the Special Operations and
Adm ni strative Section (SOAS) P&S. Individuals who occupy positions requiring
redesi gnation of position sensitivity shall conplete and file with the PSD any
forns identified by the PSD as germane to security clearance redesignation
measures. No position sensitivity within activities serviced by W-1S shall be
upgraded within the first 6 nonths of the enployee's assignnment to the position
for which he or she was selected or appointed initially wthout a substanti al
change in assigned duties warranting a higher |evel of security clearance.

6. Performance Statements. Together with regularly schedul ed fitness and
performance reports of mlitary and civilian personnel whose duties entail
access to classified information, the supervisor shall include either coment
1 or 2 fromenclosure 2, exhibit 4.

7. Security Debriefings. Individuals departing fromactivities serviced
by WHS shall report to the PSD to conplete the SD Form 416, “DoD Security
Term nation Statement,” and any other debriefing statenents relevant to speci-
fic special access progranms to which they had access during their assignnent.
| ndi vi dual s who occupied SCI billets shall report to their organizational
Special Security Contact Officer (8sC0), before departure, to schedule a
debri efing.

8. Required Investigative Fornms. The forms required to conduct each of
the various security investigations are listed below. After reviewi ng the
conpleted forns, the PSD Day require execution of additional forms related to
i nvestigative enphasis on a specific issue(s) identified through the forns
package.
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a. National Agency Check (NAC). Before the NAC is conducted, an

original and one copy of DD Form 398-2, “Personnel Security Questiomaire
(NAC)" and 2 copies of FD Form 258, “FBI Applicant Fingerprint Card” nust be
conpl et ed. :

b. National Agency Check with Witten Inquiries (NACI) (Noncritical-
Sensitive Position). Before the NACI is done, an original and two copies of
a SF 86, “Questionnaire for Sensitive Positions,” must be conpleted; the forms
must be typed and include correct ZIP codes of all addresses appearing on the
formand all itens nust be carefully conpleted; one original and one copy of a
fully executed SF 171, “Application for Federal Enployment”; and three copies of
SF 87, “US Ofice of Personnel Managenent Fingerprint Chart” mnmust be conpleted
and subm tted.

c. AMACl (Nonsensitive Positions). Before the NACI is done an original
and two copies of a SF-85, “Questionnaire for Non-sensitive Positions,” nust be
conpl eted; the form nmust bé& typed and include correct ZIP codes for all addresses
appearing on the formand all itens nust be carefully conpleted; one original and
one copy of a fully executed SF 171, “Application for Federal Enploynent”; and
three copies of SF 87; “US Ofice of Personnel Mnagement Fingerprint” Chart”
must be conpleted and submtted.

d. DoD National Agency Check with Witten Inquiries (DNACI). The
DNACI requires the subm ssion of an original and one copy of DD Form 398-2,
two copies of FD Form 258 and an original DD Form 2221, “DoD Authority for
Rel ease of Information and Records.”

e. Background Investigation (BI). The BI requires the subm ssion of
an original and five copies of DD Form 398, '"Personnel Security Questionnaire
(BI/SBI), two copies of FD Form 258, and an original DD Form 2221.

f.  Special Background Investigation (SBI). The SBl requires the sub-
m ssion of an original and five copies of DD Form 398, two copies of FD Form258
and an original DD Form 2221. Additionally, a DD Form 398-2 shall be submtted
on the spouse and all imediate famly menbers who are 18 years old or ol der and
were born outside the U S., regardless of citizenshinp.

g. Periodic Reinvestigation (PR). The PR requires the subm ssion of
an original and five copies of DD Form 398, covering the nost recent 5-year
period of the person’s life, two copies of FD Form 258, and an original DD Form
2221,

10.  Notification of C earance

a. CGvilian Personnel. An original signed copy of the SD Form 176,
“06D Certificate of Clearance,” resulting froma favorabl e adjudication, shal
remain in the PSD security file; one copy shall be forwarded to the appropriate
admnistrative office, where it shall remain on file during the individual’s
entire tenure with the activity serviced by WHS; a second copy will be forward-
ed to the SOAS, DP&S, for insertion in the individual’s Oficial Personnel
Fol der.  Under no circunstances may any signed copy of the SD Form 176 be
reproduced. The admnistrative office shall destroy its file copy upon the
departure of the individual fromthe activity serviced by WHS.




b. Mlitary Personnel. The adjudicative responsibility for determ ning

a mlitary menber’s eligibility for access to classified information and the
i ssuance of the certificate of clearance rests “with the appropriate Mlitary
Departnent. An original signed copy of a Menorandum with-the results of the
security clearance determ nation by the Military Departnment, shall remain in
the PSD security file; one copy shall be forwarded to the appropriate adm ni-
strative office, where it shall remain on file during the individual's entire
tenure with the activity serviced by W-1S; a second copy wi |l be forwarded

to the Mlitary Personnel Division, P&S, for insertion in the individual’s
Official Personnel Folder. The admnistrative office shall destroy its file
copy upon the departure of the individual fromthe activity serviced by WHS.

F.  Periodic Reinvestigations (PR

Each civilian enployee, mlitary nmenber, and consultant or expert, occupy-
ing a Critical-Sensitive position, or a Noncritical-Sensitive position requiring
speci al access clearance shall be the subject of aperiodic Reinvestigation con-
ducted on a 5-year recurring basis. These individuals are required to conplete
the fornms required to initiate the relevant PR according to the follow ng DoD
procedures:

a. The PSD, shall send an initial nenorandum to the individual
requesting the security forms necessary for the PR The suspense shall be .
30 cal endar days.

b. After the individual conpletes DD Form 398, the individual’s
| mmedi at e supervisor shall reviewit to determine if, to his or her know edge,
any significant adverse information has been excluded as outlined in enclosure
2, attachnent 3.

(1) Depending on the results of the review of the DD Form 398,
t he supervisor shall select one of the two statenents at enclosure 2,
attachment 4, for inclusion in item18, “Remarks,” of the DD Form 398.

(2) If statement 2, applies, the supervisor must ensure that al
relevant information is reported to the Chief, PSD, who shall take appropriate
action.

¢c. |If the forns have not been submtted to the PSD after 30 days,
the Chief, PSD shall send a second nmenorandum with a copy of the initial noti-
fication through the senior supervising official, to the individual, advising
himor her that the requested forns have not been received, and if the forns
have not Dbeen received within 30 cal endar days fromthe date of the second
notification, action shall be initiated to suspend the individual's security
cl earance.

d. If the forns are not received within 30 cal endar days of the
second witten request, the Director, P& shall, within 10 cal endar days,
address a third menorandumto the individual through the appropriate official

in subsection D.1., above, ASD or equivalent, notifying the individual that
his or her security clearance has been suspended. The menorandum shall:

(1) Advise the individual as to the reason for the suspension.

10
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(2) Gve the individual an opportunity to conply with the original
request or furnish conpelling reasons for failing to submt the required forns.

e. |If the required security fornms are not received within 30 cal endar
days of the date of suspension, action may then be taken to revoke the individ-
ual's clearance as outlined in the procedures in section G, below.

G UNFAVORABLE PERSONNEL SECURI TY DETERM NATI ONS

When the Director, P&, has nade a determination that it is in the nationa
interest to deny or revoke a civilian enployee's security clearance for access
to classified information, the follow ng unfavorable determ nation procedures
shal | apply:

1. The Director, P&S, shall give the individual a witten statenent of the
reasons for the unfavorable determnation. The statement shall be as conpre-
hensive and detailed as the protection of sources under the Privacy Act of 1974
and national security permt, and shall provide the individual the opportunity
to reply in witing to the Director, DP&, within 30 days.

2. The Director, P&S, shall give the individual a reply to any witten
subm ssion by the individual in reply to the initial statement of reasons
stating the final reasons for the unfavorable action and shall cite the -
i ndividual's opportunity to appeal in witing to the Director, WS

H  SU TABI LI TY DETERM NATI ONS

1. Suitability requirements for civilian enploynent refer to an individual’s
character, reputation, trustworthiness, and fitness as related to his or her
nom nation for, or retention in, Federal enploynment as outlined in FPM Chapter
731, (reference (d)).

2. Suitability determnations, when no adverse information is devel oped
on nom nees for enploynent in activities serviced by WHS, are made as stated in
reference (d) and upon review and adjudication of the basic forns required of
al | applicants, existing records of other Federal agencies, and reports of
i nvestigations initiated by the PSD and other Federal agencies. A favorable
suitability determ nation does not nean that the individual is eligible for a
security clearance since suitability determ nations are separate and distinct
from security determnations. The focus in a suitability adjudication is on
whet her the enployment or continued enploynent of an individual can reasonably
be expected to pronote the efficiency of the Federal Service. The focus of a
security adjudication is on the nore critical question of whether the enploy-
ment or continued enploynent of the individual reasonably can be expected to be
clearly consistent with the nation’s security interest. Security adjudications
are made subsequent to a favorable suitability adjudication and are based on
standards and criteria that include the suitability standards and criteria.

. SPECI AL ACCESSES

1. Some individuals may, while performng their official duties, need
access to sensitive information generated within or custodially protected by

11



of fices conducting certain DoD prograns. These programs may involve the

handl ing of one or oore of the followng types of sensitive information: North
Atlantic Treaty Organization (NATO; Single Integrated Operational Plan (SIOP);
Critical Nuclear Wapons Design Information (CNWDI); and -ATOMAL. Access to
this information nmay be granted by heads of activities serviced by W-1S or their
desi gnees, only after the Chief, PSD, approves an appropriate request and
justification (except for special approval procedures cited below); the

i ndi vidual reads the relevant special access briefing; and the individual

conpl etes the briefing certificate. Requesting officials should include the
termnation date of the special access in any request. The holding of a
speci al access does not automatically entitle the holder to all materi al

bearing that special access designation. Organizational heads nust determ ne
need-to-know in all cases.

2. Special access authorizations shall occur in the follow ng manner:

a. NATO. Refers to NATO cl assified information at the RESTRI CTED,
CONFI DENTI AL, and SECRET levels. “COSMC' refers to NATO classified infornma-
tion at the TOP SECRET level. Access to NATO and COSM C cl assified information
shall require a witten request and justification prepared by the nom nating
official and forwarded in the original to the Chief, PSD. Personnel who
require access to NATO classified information first Oust be cleared for access
to an equivalent level of US. classified information (access to NATO RESTRI CTED
requires a CONFIDENTIAL clearance). Upon a determ nation that the nom nee
meets the investigative criteria for NATO access, the nom nee shall be given an
appointment in the PSD for reading of the NATO briefing and execution of the
briefing certificate. This shall establish the individual’'s eligibility for
speci al access. Execution of the debriefing certificate in the PSD is required
upon termnation of the individual's need for access, or departure from an
activity serviced by WHS.

b. ATOMAL . “Restricted Data” or “Formerly Restricted Data.” The
requi rements for the appropriate |evel of security clearance, requesting,
briefing, and debriefing for ATOMAL special access are essentially the sane as
those outlined in paragraph I.2.a., above.

¢c. Citical Nuclear Weapons Design Information (CNWDI). This applies
to TOP SECRET Restricted Data or SECRET Restricted Data revealing the theory of
operation or design of the conponents of a thernonuclear or inplosion-type -
fission bonb, warhead, demolition nunition, or test device. Access to and
di ssem nation of CNWDI is of particular concern to the Department of Defense.
Because of the extreme sensitivity of this type of information, access nust be
limted to the absolute m ni num nunber of individuals who need it to acconplish
their assigned responsibilities. The requirements for the appropriate |evel of
security clearance, reporting, briefing, and debriefing are the same as those
outlined in paragraph I.2.a., above. Requests for access to CNWDI nust be
addressed to the Assistant to the Secretary of Defense (Atom c Energy)
(ATSD(AE)), who shall informthe Chief, PSD, of access approval or disapproval.

3. Individuals requiring access to Sensitive Conpartnented |nformation
(SCI) while performng their official duties are nomnated for this access by
the SSCO within their organization. Al inquiries regarding billeting proce-
dures, status of requests for SCI access, briefing procedures, conpelling need
justifications, transfer-in-status of existing access, and justifications for
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access shall be directed to the SSCOs. The identity and |ocation of each SSCO
may be determ ned by consulting each conponent’s admnistrative office. The
granting authority for access to SCI is the Defense Intelligence Agency (DIA).

a. After the SSCO notifies the .PSD that an individual has been nom -
nated for SCI access, the PSD shall conduct a review of the nomnee's investi-
gative history and determ ne whether further investigation” is required.

Nom nees for SCI access shall require, at the minimum a current TOP SECRET

cl earance and a favorable SBI conpleted within the past 5 years. \Wen the PSD
determnes that an SBlI is required, a request for the appropriate investigative
forms shall be forwarded to the SSC0. The nom nee shall conplete the security
forms within 30 days of receipt, request an appointment for a pre-SBI inter-
view, and report with the forms to the PSD after being provided with appoint-
ment information. Upon conpletion of a favorable SBI, the PSD shall focrward
the security file to the DIA for adjudication of the SCI request.

b. The SSCO shall “advise t hose iddividuals approved for SCl access
of the procedures to follow for access briefings and debriefings wthin the
DIA. Al “Conpelling Need” access requests shall be tendered to the SSCOS as
shal | requests for tenporary access.

J. Security O earance Verifications

1. Wthin Activities Serviced by WHS. O fices requiring verification of
the security clearance held by an individual before divul gence of classified
information to that individual in the course of official business, nay secure
the verification by telephoning the PSD. Witten verification is not required.
Offices wishing to verify the clearance of an individual in their activity
must secure these verifications by calling their respective admnistrative
of fice.

2. Contractors.

a. Visit Requests. Representatives of industrial firns who require
access to classified defense information for conducting of contractual business
must have a visit request issued by their facility security officer on file
within the activity to be visited. The firmshall address the visit request to
the specific office to be visited DoD 5220.22-R, paragraph 3-202 (reference
(f)). The office to be visited shall retain the verification on file until the
cited date of expiration, not to exceed 1 year. Visit requests should be
exam ned closely to ensure that they include the mninuminformation required by
reference (f). (A description of this information appears at enclosure 2,
attachnment 5.)

b. Building Passes. \Wen the activity visited by a contractor deter-
mnes it advantageous to the OSD to issue a DoD building pass to a contractor
meeting the requirenments of Administrative Instruction No. 30 (reference (Q)),
the activity security manager shall provide the contractor with a conpleted
DD Form 2249, “DoD Building Pass Request.” The data required by the form shall
be drawn fromthe visit request as stated in subsection J.2., above. The
contractor shall conplete DD Form 2249 and submt it to the Building Pass
Branch, Physical Security Division, Room 2E170A, Pentagon Concourse, for
i ssuance of a DoD building pass.

13



. 3. Representatives of Qher Federal Agencies. The procedures for reten-
tion and retrieval of security clearance data on representatives of other
Federal agencies who visit activities serviced by WHS that require the divul-
gence of classified defense information are the same as those outlined under
subsection J.2., above. Building pass issuance procedures are the same as
those cited in paragraph J.2.a., above.

4. Visits by Persons of Activities Serviced by W-1S to O her Federal
Agencies and Contractor Facilities. Federal agencies and cleared contractor
facilities nmust be notified in advance before a person with a clearance is
permtted entry to conduct business requiring the handling or discussion of
classified information. A letter shall be prepared by the person’s office
requesting approval to visit the agency or facility and shall include the
i nformation contained in enclosure 2, attachnment 6. The letter shall be
prepared in duplicate and have an addressed, franked envelope, fully pre-
pared in accordance with postal processing requirenents as inplenmented by
the Director for Correspondence and Directives, attached to it. The letter
shall be fully addressed to the recipient organization. After PSD receives
the letter, the PSD shall provide a verifying signature certifying the
claimed security clearance(s), and shall mail the letter. As an exception,.
visit notices transmtted by electrical nmeans do not require PSD notification,
approval, or coordination.

a. Tel ephone Requests. |f the letter requests that the information
be conveyed by telephone, the letter DOust be visibly |abeled for expeditious
handl i ng and hand-delivered to the PSD, not less than 2 full workdays before
the projected date of the visit, and nust contain the name and tel ephone nunber,
including area code, of the specific security office to be contacted. The PSD
cannot guarantee that the information will be forwarded by tel ephone without
two full workdays notice.

b. Departnent of Energy (DoE) visits. Representatives fromactivities
serviced by W-1S shall submt a conpleted original DoE FormF 5631.20 “U. S.
Departnent of Energy Request for Visit or Access Approval,” before visiting
DoE el enents to work on classified information, including in sone instances
CNWDI, or, as may be designated by the receiving DoE entity, “SIGW inform-
tion (enclosure 2, attachnent 7). An addressed, franked envel ope shall be
attached to the DoE Form F 5631.20 The representative nust also be cleared by
PSD, WHS. The title of the initiating official to be entered on the DoE Form
F 5631. 20 nust be a DoD official authorized to request access to DoE infornmation
for DoD personnel as l|isted in DoD 5210.2 (reference (h)). Wen the visit to a
DoE el ement by a representative of an activity serviced by W-1S requires access
to CNWDI or “SIGVA" information, the representative nust have been nade eligi-
ble previously for access to such information under the procedures described in
paragraph I.2.c., above. The DoE Form F 5631.20 nust state the date of this
access eligibility in addition to normal security clearance data.

K. Foreign Intelligence Collection Efforts

| ndi vidual s should be aware of their potential as targets of hostile
intelligence services. Soviet and other Communist-controlled and hostile
nation representatives are known to nake detailed reports to their governnents
on all contacts with Western nationals and, on occasion, to exploit these
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contacts for their own purposes. The protection of the individual and the
val ue of a record of their contacts with such foreign elements and appropriate
security education regarding these contacts is self-evident.

1. Individuals holding Top Secret (TS) or TS/SCI who are contenplating
traveling to any foreign country or who have contact in any setting within the
United States or elsewhere with representatives of the designated countries
listed in enclosure 2, attachment 2 are required to take the foll ow ng steps:

Before traveling, the person shall submt to the PSD a witten notice
of the intended travel , identify the country and cities to be visited, and the
| ength of stay; and shall report to the PSD for a Foreign Travel Briefing by a
security specialist and processing of the appropriate briefing certificate.
Travel to contiguous, non-designated counties may be reported after the fact.

I ndi vidual s cleared at the Secret or Confidential levels only are required to
report designated country travel only.

2 Upon.return fromtravel to or through designated countries, the person
shal | prepare a witten report for the Chief, PSD, including, as a mnimm. the
date and place of any unusual approach by designated country individuals,
an identification of the national (s) whenever possible, and a description of
the approach. Contacts limted to nornmal travel interactions and innocuous
conversations are of no reportable value, but the travel itinerary should be
report ed.

3. Individuals anticipating contact with representatives of designated
countries within the United States or within nations friendly to the United
States shall report such contact to the PSD and prepare the report cited in

subsection K Z., above. The report shall also be prepared after any unexpected
cont acts.

4. \Wen an individual suspects approach by a representative of a hostile
intelligence service intended to secure, or solicit the securing of, US.
i nformation, whether classified or unclassified, or for any other purpose,
the Chief, PSD, shall be notified inmediately.

L. EFFECTI VE DATE

This Instruction is effective imediately,

".ﬁ.
D.0. Cooke, D rector

Adm ni strating and Managenent

Encl osures - 2
1. References
2. Personnel Security Program and Civilian Personnel Suitability Program
| nf or mat i on
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REFERENCES, conti nued

DoD Directive 5142.1, “Assistant Secretary of Defense (Legislative Affairs),”

July 2, 1982 |

DoD 5220.22-R, “Industrial Security Regulation,” Decenmber 1985, authorized
by DoD Directive 5220.22, Decenber 8, 1980

Adm nistrative Instruction No. 30, “Building Security for the Pentagon,”

July 28, 1982
DoD Directive 5210.2, “Access to and Dissem nation of Restricted Data,”

January 12, 1978
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Attachments:
1.
2.
3.

4.
5.

at 12, 89
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PERSONNEL SECURI TY PROGRAM AND CI VI LI AN PERSONNEL SUI TABI LI TY PROGRAM

| NFORVATI ON

Li st of Designated Countries

Extract from Appendi x E, DoD 5200. 2-R, “Reporting of Nonderogatory Cases”
Extract from Chapter 2, DoD 5200.2-R, “Criteria for Application of
Security Standards”

Supervisor’s Statenent

M nimal Requirenents for Sufficiency of Requests for Classified Visits
by Contractors to the Ofice of the Secretary of Defense and Activities
Servi ced by Washi ngton Headquarters Services

Visit Certification Request

DoE form DoE F 5631.20, U.S. Departnent of Energy Request for Visit or
Access Approval
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LI ST OF DESI GNATED COUNTRIES*

COUNTRY OR AREA

Af ghani st an

Al bani a

Angol a

Berlin (Soviet Sector)

Bul gari a

Canbodi a (Kampuchea)

Cuba

Czechosl ovaki a

Estoni a

Et hi opi a

CGerman Denocratic Republic
(East Germany)

Hungari an People’'s - -
Republic (Hungary)

| ran

| rag

Denocratic People’'s
Republic of Korea,
(North Korea)

Laos

Latvia

Li byan Arab Republic

Mongol i an People’'s
Republic (Quter Mongoli a)

Ni caragua

Peopl e’ s Republic of China (including Tibet)

Pol and

Rumani a

Sout hern Yenen

Syria

Uni on of Sovi et
Soci al i st Republics

Denocratic Republic
of Vietnam (North
Vi et nam

Sout h Vi et nam

Yugosl avi a

Kurile | sl ands and
Sout h Sakhalin
(Karafuto)

*See Appendix G DoD C-5102.21-M1.
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APPROXI MATE CONTROL DATE

April 1978
January 1946
Novenber 1975

April 1946
Oct ober 1946
April 1975

Decenber 1960
February 1948
June 1940

Sept enber 1974

April 1946

June 1947
February 1978
July 1958

Sept enber 1945
June 1977
June 1940
Sept enber 1969

July 1979
January 1949
February 1947
Decenber 1947
June 1969
February 1958

Oct ober 1922

Decenber 1946
April 1975
Novenber 1945

Sept enber 1945
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.EXTRACT FROM APPENDI X E , DoD 5200. 2-R, “REPORTI NG OF NONDEROGATORY CASES *

Background Investigation (BI) and Special Background Investigation (SBI) shall
be considered as devoid of significant adverse information unless they contain
information listed bel ow

1. Incidents, infractions, offenses, charges, citations, arrests, suspicion
or allegations of illegal use or abuse of drugs or alcohol, theft or dishones-
ty, unreliability, irresponsibility, inmmturity, instability or reckl essness,
the use of force, violence, or weapons; or actions that indicate disregard for
the law due to multiplicity of mnor infractions.

2. Al indications of noral turpitude; heterosexual prom scuity; aberrant,
deviant, or bizarre sexual conduct or behavior, transvestitism transsexualism
i ndecent exposure, rape, contributing to the delinquency of a mnor, child

nol estation, w fe-swapping, w ndow peeping, and simlar situations from what-
ever source. .Unlisted full~time employmérnt or education; full-time education
or enployment that cannot be verified by any reference or record source or that
contains indications of falsified education or enpl oyment experience. Records
or testinony of enployment , education, or military service where the individual
was involved in serious offenses or incidents that would reflect adversely

on the honesty, reliability, trustworthiness, or stability of the individual.

3. Foreign travel , education, visits, correspondence, relatives, or contact
Wi th persons fromor living in a designated country (Appendix H).

4. Mental, nervous, enotional, psychological, psychiatric, or character
di sorders/ behavior or treatnent reported or alleged fromany source.

5. Excessive indebtedness, bad checks, financial difficulties or irresponsi-
bility, unexplained affluence, bankruptcy, or evidence of |iving beyond the
i ndi vidual s neans.

6. Any other significant information relating to the criteria included in a.
through g. of paragraph 2-200 or Appendix | of this Regulation.
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EXTRACT FROM CHAPTER 2, DoD 5200. 2-R, “CRITERIA FOR APPLI CATI ON OF
SECURI TY STANDARDS'

2-200 Criteria for Application of Security Standards.

The ultimate decision in applying either of the security standards set
forth in paragraphs 2-101 and 2-102 above Oust be an overall common sense
determ nation based upon all available facts. The criteria for determ ning
eligibility for a clearance under the security standard shall include, but not
be limted to the follow ng:

a. Commi ssion of any act of sabotage, espionage, treason, terrorism
anarchy, sedition, or attenpts thereat or preparation therefor, or conspiring
with or aiding or abetting another to conmt or attenpt to conmt any such act.

b. Establishing or continuing a synpathetic association with a saboteur,
spy, traitor, seditionist, anarchist, terrorist, revolutionist, or-with an
espi onage or other secret agent or simlar representative of a foreign nation
whose interests may be inimcal to the interests of the United States, or with any
person who advocates the use of force or violence to overthrow the Governnment
of the United States or to alter the formof Governnment of the United States by
unconstitutional neans.

c. Advocacy or use of force or violence to overthrow the Governnent of
the United States or to alter the formof Government of the United States by
unconstitutional neans.

d. Knowi ng menbership with the specific intent of furthering the ains
of, or adherence to and active participation in any foreign or donmestic organi-
zation, association, novenment, group or conbination of persons (hereafter
referred to as organi zations) which unlawfully advocates or practices the
conm ssion of acts of force or violence to prevent others “from exercising their
rights under the Constitution or laws of the U S or of any State or
whi ch seeks to overthrow the Government of the U S. or any State or subdivision
t hereof by unlawful neans.

e. Unauthorized disclosure to any person of classified information, or
of other information, disclosure of which is prohibited by Statute, Executive
Order or Regulation.

f. Performng or attenpting to performone’s duties, acceptance and
active maintenance of dual citizenship, or other acts conducted in a manner
whi ch serve or which could be expected to serve the interests of another
government in preference to the interests of the US.

g. Disregard of public law, Statutes, Executive Orders or Regulations
including violation of security regulations or practices.

h. Cimnal or dishonest conduct.

i.  Acts of omission or conm ssion that indicate poor judgnment, unre-
liability or untrustworthiness.
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j. Any behavior or illness, including any mental condition, which, in
the opinion of conpetent nedical authority, may cause a defect in judgnent or
reliability with due regard to the transient or cont|nU|ng effect of the
i 11 ness and the nmedical findings in such case.

k. Vulnerability to coercion, influence, or pressure that nay cause
conduct contrary to the national interest. This maybe (1) the presence of
i mredi ate fam |y menbers or other persons to whomthe applicant is bonded by
affection or obligation in a nation (or areas under its dom nation) whose
interests Jay be inimcal to those of the U S., or (2) any other circunstances
that could cause the applicant to be vul nerable.

1.  Excessive indebtedness, recurring financial difficulties, or
unexpl ai ned affl uence.

m  Habitual or episodic use of intoxicants to excess.

n. Illegal or inproper use, possession, transfer, sale or addiction to
any controlled or psychoactive substance, narcotic, cannabis or other dangerous
drug.

0. Any know ng and willful falsification, coverup, conceal nent,
m srepresentation, or omssion of a material fact fromany witten or oral
statenent, docunent, formor other representation or device used by the Depart-
ment of Defense or any other Federal agency.

p+ Failing or refusing to answer or to authorize others to answer
questions or provide information required by a congressional conmttee, court,
or agency in the course of an official inquiry whenever such answers or infor-
mation concern relevant and material matters pertinent to an evaluation of the
i ndi vidual s trustworthiness, reliability, and judgnent.

q. Acts of sexual m sconduct or perversion indicative of moral turpi-
tude, poor judgnent , or lack of regard for the |aws of society.
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SUPERVI SOR' S STATEMENT

In conjunction with the subm ssion of a periodic reinvestigation to Defense
| nvestigative Service (DIS), one of the followi ng statenents nust be executed
by the subject’s imediate supervisor in Item 18, “Remarks” of the DD Form

398:

1) | amaware of no information of the type contained in Appendix E,
DoD 5200.2-R, relating to subject’s trustworthiness, reliability,
or loyalty which may reflect adversely on his/her ability to safe-
guard classified information.

Signature Dat e

2) | amaware of information of the type contained in Appendix E,
DoD 5200.2-R, relating to subject’s trustworthiness, reliability
or loyalty which may refl ect adveksely on his/her ability to safe-
guard classified information and have reported all relevant details

to the appropriate security official.

Signature Dat e
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M NI MAL REQUI REMENTS FOR SUFFI CI ENCY OF REQUESTS FOR CLASSI FI ED
VISITS BY CONTRACTORS TO THE OFFI CE OF THE ‘ SECRETARY OF DEFENSE
AND ACTIVITIES SERVI CED BY WASHI NGTON HEADQUARTERS SERVI CES

Requests for visits shall be furnished in witing to the specific office
being visited in advance of the proposed visit. Under no circunstances may
visitors hand-carry their own visit requests to the office being visited.

Al'l requests shall contain at |east the follow ng infornmation:
1. Nanme and address of the office to be visited.
2. Nane and title of person(s) to be visited.

3. Nane of the proposed visitor, his or her date and place of birth, and
citizenship (inmmgrant aliens should so indicate).

4, Job title or position of the proposed visitor.

5. Certification by the requesting entity's security office of the
security clearance |level of the proposed visitor.

6. The purpose and justification for the visit in sufficient detail-to
allowfor a determnation on the necessity of the visit, to include relevant
contract, project or program nunber or nane.

7. A statement fromthe contracting officer that the release of classified
information is required in connection Wth the specified contract, project or
program shal | be attached to the request; as an exception, a visit request may
be submtted directly to the OSD office to be visited wthout a statement from
the contracting officer when the classified information to be disclosed and the
determnation as to the contractor’s need for such access is known to be a
responsibility of the office to be visited.

8. Date or period during which the request is to be valid, not to exceed
one year.

9. Nane and address of requesting entity.

10.  Certification by the contractor security office of the contractor’s
facility clearance.

11. Address and tel ephone nunber of the requesting entity's security
of fice.

NOTE ©  Activities serviced by WHS anticipating contractor visits involving
the disclosure of intelligence information should contact the Special Security
Contact Officer within their organization for guidance as to the requirenents
for the visits.
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OSD VI SI' T CERTI FI CATI ON REQUEST

(Personnel & Security)

Dat e:

This certifies to the security clearance of the followng US. citizens who
will visit facilities according to the following itinerary:

VI SI TORS NAME & SSN CFFl CE CLEARANCE

Facility to be visited:
Person to be contacted:
Period of visit:
Pur pose of visit:

This certifies that subject visitor(s)
hol d(s) clained security clearance |evel.

R.G. DeRitis
Chief, Personnel Security Division
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DOE F 5831.20
(343)
(Formerty DP-277)

Yoa:

From:

tt is requested that the following parson(s) be granted visit/sccess ¢ gproml:

wC o .." oll |

LAST NAME, FIRST, MIDDLE N ITIAL
AND SOCIAL SECURITY NUMBER

U.S. DEPARTMENT OF ENERGY Al 23 (Encl 2, Attach 7)
REQUEST FOR VISIT OR ACCESS APPROVAL OMB Approval
(Not to be Uaad for temporsry O permanent personnel sssignments.) No. 1910-1800
PART ~A"
-Tote;
Prepered by:
Symbol:
Teisphone No.-Commercial:
FTS:
I_ CHNECK
c :-;'m - n::-:':r ORGANIZATION GL-:'.:'_C. ‘“‘::_"“ e::::u‘::::

MNAME OF P‘AC!L!’I’Y(I‘S) TO BE VISITED

FORTHE INCLUSIVE [] AT=*

Clearancs

DOE Security Official ver ying OOE

FOR THE PURPOSE OF:

TO COMFER WITH THME FOLLOWING ® KRSON(S):

SPECIFIC N F O RMATION TO WHICH ACCESS s REQUESTED:

ACCESS requestad tO:
Raestricted Data
Other classified into

Cves
Oves [l NO

ONe

rior arrangements have/have not ban made se follows:

CERTIFICATION FOR PERSONNEL HAVING DOD CLEARANCE
This certifies that the person(s) named above needs this access in the performance of duty and that permitting the above access will not endanger the

common defense and security.

Name and Title, Requesting DOD Official

Title, Authorizing DOD Official

{See DOD Directive 5210.2 and 5210.8)

Authorized ¢« m to Critical Nuciear Weapon
Design |Information (CNWODI) in Accordance
with DOD Directive 5210.2 [] Yea LI No

Signature

{See AR 380-150; OPNAV 551 0.3F; AFR 2105-1)

CERTIFICATION FOR PERSONNEL HAVING DOE CLEARANCE
This certifies that the person(s) named e bow needs this access in the performance of duty.

Titte

Reguesting DOE or Other Government Agencies

Approval is granted with limitations indicated below:

PART

[1] B”

Mansger of Operations/or Hesdquarters Division Director

SEE REVERSE OF PARTS FORPRIVACY ACT INFORMATION STATEMENT



